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Summary and Next Steps



   
 

Penetration Testing

Metasploit Framework Capabilities

Metasploit Framework Architecture

Installation and Configuration

Preparing an Attack

Launching an Attack

Working with Metasploit

Course 
Summary



Continue training

Moving Forward on the 
Globomantics Red Team

Leverage foundational 
knowledge

Explore options



Resources



https://metasploit.com/

Websites 

https://kali.org/

http://pentest-standard.org/

https://offensive-security.com/metasploit-unleashed/

https://metasploit.com/
https://kali.org/
http://pentest-standard.org/
https://offensive-security.com/Metasploit-unleashed/


Blogs and Forums

Metasploit Blog
- https://blog.rapid7.com/tag/metasploit/

Kali Linux Blog
- https://www.offensive-security.com/blog/

Kali Forums
- https://forums.kali.org/

https://blog.rapid7.com/tag/metasploit/
https://www.offensive-security.com/blog/
https://forums.kali.org/


Pluralsight Learning Paths

Ethical Hacking Fundamentals, Dale Meredith and Troy Hunt

CompTIA Pentest+ and Ethical Hacking (CEH), Dale and Troy

Survey of Information Security, various course authors



1. a strong desire to know or learn something

2. interest leading to inquiry

curiosity
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