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PCI DSS Question Expected Testing 

Response 

(Check one response for each question) 

Yes 

Yes 

with 

CCW No N/A 

Not 

Tested 

6.4.2 Is there separation of duties between personnel assigned 

to the development/test environments and those assigned 

to the production environment? 

▪ Review change control 

processes and procedures. 

▪ Observe processes. 

▪ Interview personnel. 

     

6.4.3 Are production data (live PANs) not used for testing or 

development? 

▪ Review change control 

processes and procedures.  

▪ Observe processes. 

▪ Interview personnel. 

▪ Examine test data. 

     

6.4.4 Are test data and accounts removed from system 

components before the system becomes active / goes into 

production? 

▪ Review change control 

processes and procedures.  

▪ Observe processes. 

▪ Interview personnel. 

▪ Examine production systems. 

     

6.4.5 (a) Are change-control procedures documented and 

require the following?  

- Documentation of impact 

- Documented change control approval by 

authorized parties 

- Functionality testing to verify that the change 

does not adversely impact the security of the 

system 

- Back-out procedures 

▪ Review change control 

processes and procedures. 

 

     

 Are the following performed and documented for all 

changes: 
      

6.4.5.1 Documentation of impact? ▪ Trace changes to change control 

documentation.  

▪ Examine change control 

documentation. 
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PCI DSS Requirements Testing Procedures Guidance 

6.4.2 Separation of duties between 

development/test and production 

environments 

6.4.2 Observe processes and interview personnel 

assigned to development/test environments and personnel 

assigned to production environments to verify that 

separation of duties is in place between development/test 

environments and the production environment. 

Reducing the number of personnel with access to 

the production environment and cardholder data 

minimizes risk and helps ensure that access is 

limited to those individuals with a business need to 

know. 

The intent of this requirement is to separate 

development and test functions from production 

functions. For example, a developer may use an 

administrator-level account with elevated privileges 

in the development environment, and have a 

separate account with user-level access to the 

production environment.  

6.4.3 Production data (live PANs) are not 

used for testing or development 

6.4.3.a Observe testing processes and interview 

personnel to verify procedures are in place to ensure 

production data (live PANs) are not used for testing or 

development. 

Security controls are usually not as stringent in test 

or development environments. Use of production 

data provides malicious individuals with the 

opportunity to gain unauthorized access to 

production data (cardholder data).  
6.4.3.b Examine a sample of test data to verify production 

data (live PANs) is not used for testing or development. 

6.4.4 Removal of test data and accounts 

from system components before the system 

becomes active / goes into production. 

6.4.4.a Observe testing processes and interview 

personnel to verify test data and accounts are removed 

before a production system becomes active. 

Test data and accounts should be removed before 

the system component becomes active (in 

production), since these items may give away 

information about the functioning of the application 

or system. Possession of such information could 

facilitate compromise of the system and related 

cardholder data. 

6.4.4.b Examine a sample of data and accounts from 

production systems recently installed or updated to verify 

test data and accounts are removed before the system 

becomes active. 
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