**Lab 1**:

1. Upload the file to http://www.VirusTotal.com/ and view the reports. Does either file match any existing antivirus signatures?
2. Are there any indications that this file includes VBA Macros even if obfuscated? If so, what are these indicators?
3. Are there any other files or host-based indicators that you could look for on infected systems?
4. What network-based indicators could be used to find this malware on infected machines?
5. Write a YARA signature for this file.

**Answers**

(Provide the evidence followed by screenshots and detailed explanation as possible)